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FCC COMPLIANCE STATEMENT

CAUTION: Changesor modificationsnot expressly approved by Digital Security
Controls Ltd. could void your authority to use this equipment.

This equipment generates and uses radio frequency energy and if not installed
and used properly, in strict accordance with the manufacturer’ sinstructions, may
causeinterferenceto radio and television reception. It has been type tested and
found to comply with the limits for Class B device in accordance with the
specifications in Subpart “B” of Part 15 of FCC Rules, which are designed to
provide reasonable protection against such interference in any residential
installation. However, there is no guarantee that interference will not occur ina
particular installation. If this equipment does cause interferenceto television or
radio reception, which can be determined by turning the equipment off and on,
the user is encouraged to try to correct the interference by one or more of the
following measures:

* Re-orient thereceiving antenna

* Relocate the alarm control with respect to the receiver

* Movetheaarm control away from the receiver

+ Connect the alarm control into adifferent outlet so that alarm control

and receiver are on different circuits.

If necessary, the user should consult the dealer or an experienced radio/
television technician for additional suggestions. The user may find the
following booklet prepared by the FCC helpful: "How to Identify and
Resolve Radio/Television Interference Problems.” This booklet is
available from the U.S. Government Printing Office, Washington, D.C.
20402, Stock # 004-000-00345-4.

IMPORTANT INFORMATION
FCC Registration Number: F53CAN-22830-KX-N, Ringer Equivalence
Number: 0.2B, USOC Jack: RJ-31X

MALFUNCTION OF THE EQUIPMENT Intheevent that thisequipment should
fail to operate properly, the customer shall disconnect the equipment from the
telephone line to determine if it is the customer’s equipment which is not working
properly, or if the problem iswith the telephone company network. If the problemis
with thisequipment, the customer shall discontinue use until itisrepaired.

TELEPHONE CONNECTION REQUIREMENTS Except for the telephone
company provided ringers, all connections to the telephone network shall be
made through standard plugs and telephone company provided jacks, or
equivaent, in such amanner asto allow for easy, immediate disconnection of the
terminal equipment. Standard jacks shall be so arranged that, if the plug
connected thereiswithdrawn, no interference to the operation of the equipment
at the customer’ spremi seswhichremainsconnectedtothetel ephone network shall
occur by reason of such withdrawal.

INCIDENCE OF HARM Should terminal equipment or protective circuitry
cause harm to the telephone network, the telephone company shall, where
practicable, notify the customer that temporary disconnection of service may be
required; however, where prior noticeis not practicable, the telephone company
may temporary discontinue service if such action is deemed reasonable in the
circumstances. In the case of such temporary discontinuance, the telephone
company shall promptly notify the customer and will be given the opportunity to
correct the situation. The customer also hastheright to bring acomplaint to the
FCC if hefeelsthe disconnection is not warranted.

CHANGE IN TELEPHONE COMPANY EQUIPMENT OR FACILITIES
The Telephone Company may make changes in its communicationsfacilities,
equipment, operationsorprocedures, where such actionsis reasonably required
and proper in its business. Should any such changes render the customer’s
terminal equipment incompatible with the telephone company facilities the
customer shall be given adequate notice to the effect of the modifications to
maintain uninterrupted service.

GENERAL This equipment should not be used on coin telephone lines.
Connection to party line serviceis subject to state tariffs.

RINGER EQUIVALENCE NUMBER (REN) The REN is useful to determine
the quantity of devicesthat you may connect to your telephonelineand still haveall
of those devices ring when your telephone number is called. In most, but not all
areas, the sum of the REN’ s of all devices connected to one line should not exceed
five (5). To be certain of the number of devicesthat you may connect to your line,
you may want to contact your loca telephone company.

EQUIPMENT MAINTENANCE FACILITY
Digital Security ControlsLtd. 160 Washburn St.Lockport, NY 14094

AVIS: L étiquette de I’ Industrie Canada identifie e matériel homologué. Cette
étiquette certifie que le matériel est conforme & certaines normes de protection,
d exploitation et de sécurité des réseaux de télécommunications. Industrie Canada
n’ assuretoutefois pas quele matériel fonctionneraalasatisfaction del’ utilisateur.
Avant d'installer ce matériel, I’ utilisateur doit s'assurer qu'il est permis de le
raccorder aux installations de |’ entrepriselocal e de tél écommunication. Le matériel
doit également étre installé en suivant une méthode acceptée de raccordement.
L’ abonné ne doit pas oublier qu'il est possible que la conformité aux conditions
énoncées ci-dessus N’ empéchent pas la dégradation du service dans certaines
situations.

Les réparations de matériel homologué doivent étre effectuées par un centre
d’entretien canadien autorisé désigné par le fournisseur. La compagnie de
télécommunications peut demander al’ utilisateur de débrancher un appareil ala
suite de réparations ou de modifications effectuées par I’ utilisateur ou a cause de
mauvaisfonctionnement.

Pour sapropre protection, I’ utilisateur doit ' assurer que touslesfilsde miseala
terredelasourced’ énergie éectrique, leslignestéléphoniqueset les canalisations
d'eau métalliques, s'il y en a, sont raccordés ensemble. Cette précaution est
particulierement importante danslesrégionsrurales.

AVERTISSEMENT: L’ utilisateur ne doit pas tenter de faire ces raccordements
lui-méme; il doit avoir recoursaun serviced' inspection desinstallations é ectriques,
ou aun éectricien, selon lecas.

L’indice de charge (IC) assigné a chaque dispositif terminal indique, pour éviter
toute surcharge, le pourcentage de la charge totale qui peut étre raccordée a un
circuit tél éphonique boucl é utilisé par ce dispositif. Laterminaison du circuit bouclé
peut étre constituée de n’importe quelle combinaison de dispositifs, pourvu quela
somme des indices de charge de |’ ensembl e des dispositifs ne dépasse pas 100.
L’Indice de charge de ce produit est 2.

NOTICE: The Industry Canada label identifies certified equipment. This
certification meansthat the equipment meets certai n telecommuni cations network
protective, operational and safety requirements. Industry Canadadoes not guarantee
the equipment will operate to the user’s satisfaction.

Before installing this equipment, users should ensure that it is permissible to be
connected to thefacilities of thelocal telecommunications company. The equipment
must aso be installed using an acceptable method of connection. The customer
should be aware that compliance with the above conditions may not prevent
degradation of servicein somesituations.

Repairs to certified equipment should be made by an authorized Canadian
maintenancefacility designated by the supplier. Any repairsor aterations made by
the user to this equipment, or equipment malfunctions, may give the
telecommuni cations company causeto request the user to disconnect the equipment.
User should ensurefor their own protection that the electrical ground connections
of the power utility, telephone lines and internal metallic water pipe system, if
present, are connected together. This precaution may be particularly important in
rural aress.

CAUTION: Users should not attempt to make such connections themselves, but
should contact the appropriate electric inspection authority, or electrician, as
appropriate.

The Load Number (LN) assigned to each terminal device denotes the percentage
of thetotal load to be connected to atel ephoneloop which isused by thedevice, to
prevent overloading. Thetermination on aloop may consist of any combination of
devices subject only to the requirement that the total of the Load Numbers of all
the devices does not exceed 100.

TheL oad Number of thisunit is2.
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WARNING Please Read Carefully

System Failures

Thissystem has been carefully designed to be aseffective aspossible. Thereare
circumstances, however, involving fire, burglary, or other types of emergencies
whereit may not provide protection. Any alarm system of any type may be com-
promised deliberately or may fail to operate as expected for avariety of reasons.
Some but not all of these reasons may be:

m Inadequate Installation

A security system must beinstalled properly in order to provide adequate pro-
tection. Every installation should be evaluated by a security professional to en-
surethat all access pointsand areas are covered. Locks and latches on windows
and doors must be secure and operate asintended. Windows, doors, walls, ceil-
ingsand other building materialsmust be of sufficient strength and construction
to providethelevel of protection expected. A reevaluation must be done during
and after any construction activity. An evaluation by thefire and/or police de-
partment is highly recommended if thisserviceisavailable.

m Criminal Knowledge

This system contains security features which were known to be effective at the
time of manufacture. It is possible for personswith criminal intent to develop
techniques which reduce the effectiveness of thesefeatures. It isimportant that
a security system be reviewed periodically to ensure that its features remain
effectiveand that it be updated or replaced if it isfound that it does not provide
the protection expected.

m Access by Intruders

Intruders may enter through an unprotected access point, circumvent asens-
ing device, evade detection by moving through an area of insufficient cov-
erage, disconnect awarning device, or interfere with or prevent the proper
operation of the system.

m Power Failure

Control units, intrusion detectors, smoke detectors and many other security de-
vicesrequire an adequate power supply for proper operation. If adevice oper-
ates from batteries, it is possible for the batteries to fail. Even if the batteries
have not failed, they must be charged, in good condition and installed correctly.
If adevice operates only by AC power, any interruption, however brief, will
render that deviceinoperative whileit does not have power. Power interruptions
of any length are often accompanied by voltage fluctuationswhich may damage
electronic equipment such as asecurity system. After apower interruption has
occurred, immediately conduct acompl ete system test to ensure that the system
operates asintended.

m Failure of Replaceable Batteries
Thissystem’swirelesstransmitters have been designed to provide several years
of battery life under normal conditions. The expected battery lifeisafunction of
the device environment, usage and type. Ambient conditions such as high hu-
midity, high or low temperatures, or large temperature fluctuations may reduce
the expected battery life. While each transmitting device hasalow battery moni-
tor which identifieswhen the batteries need to be replaced, thismonitor may fail
to operate as expected. Regular testing and maintenance will keep the systemin
good operating condition.

= Compromise of Radio Frequency (Wireless)
Devices

Signals may not reach the receiver under all circumstances which could

include metal objects placed on or near the radio path or deliberate jam-

ming or other inadvertent radio signal interference.

m System Users

A user may not be able to operate a panic or emergency switch possibly dueto
permanent or temporary physical disability, inability to reach thedeviceintime,
or unfamiliarity with the correct operation. It isimportant that all system users
betrained in the correct operation of the alarm system and that they know how to
respond when the system indicates an alarm.

m Smoke Detectors

Smoke detectorsthat are apart of thissystem may not properly aert occupantsof a
firefor anumber of reasons, some of which follow. The smoke detectorsmay have
beenimproperly installed or positioned. Smoke may not be ableto reach the smoke
detectors, such aswhenthefireisinachimney, wallsor roofs, or on the other side of

closed doors. Smoke detectors may not detect smoke from fires on another
level of theresidenceor building.

Every fireis different in the amount of smoke produced and the rate of
burning. Smoke detectors cannot senseall types of firesequally well. Smoke
detectorsmay not providetimely warning of fires caused by carel essness or
safety hazards such as smoking in bed, violent explosions, escaping gas,
improper storage of flammable materials, overloaded electrical circuits, chil-
dren playing with matches or arson.

Evenif the smoke detector operates asintended, there may be circumstances
when thereisinsufficient warning to allow al occupantsto escapein timeto
avoidinjury or death.

m Motion Detectors

Motion detectors can only detect motion within the designated areas as
shown in their respectiveinstallation instructions. They cannot discrimi-
nate between intruders and intended occupants. Motion detectors do not
provide volumetric area protection. They have multiple beams of detec-
tion and motion can only be detected in unobstructed areas covered by
these beams. They cannot detect motion which occurs behind walls, ceil-
ings, floor, closed doors, glass partitions, glass doors or windows. Any
type of tampering whether intentional or unintentional such as masking,
painting, or spraying of any material on the lenses, mirrors, windows or
any other part of the detection system will impair its proper operation.

Passive infrared motion detectors operate by sensing changesin tempera-
ture. However their effectiveness can be reduced when the ambient tem-
peraturerises near or above body temperature or if there areintentional or
unintentional sources of heat in or near the detection area. Some of these
heat sources could be heaters, radiators, stoves, barbeques, fireplaces, sun-
light, steam vents, lighting and so on.

® Warning Devices

Warning devicessuch assirens, bells, horns, or strobesmay not warn people
or waken someone sleeping if thereisan intervening wall or door. If warn-
ing devices are located on adifferent level of the residence or premise,
thenitislesslikely that the occupantswill be alerted or awakened. Au-
dible warning devices may beinterfered with by other noise sources such
as stereos, radios, televisions, air conditioners or other appliances, or pass-
ing traffic. Audible warning devices, however loud, may not be heard by a
hearing-impaired person.

m Telephone Lines

If telephonelinesare used to transmit alarms, they may beout of serviceor busy
for certain periodsof time. Also anintruder may cut thetelephonelineor defeat
itsoperation by more sophisticated meanswhich may bedifficult to detect.

m Insufficient Time

There may be circumstances when the system will operate asintended, yet
the occupantswill not be protected from the emergency dueto their inability
to respond to thewarningsin atimely manner. If the systemismonitored, the
response may not occur intimeto protect the occupantsor their belongings.

s Component Failure
Although every effort hasbeen madeto makethissystem asreliableaspossible,
the system may fail to function asintended dueto thefailure of acomponent.

m Inadequate Testing

Most problems that would prevent an alarm system from operating asin-
tended can be found by regular testing and maintenance. The complete sys-
tem should be tested weekly and immediately after abreak-in, an attempted
break-in, afire, astorm, an earthquake, an accident, or any kind of construc-
tion activity inside or outside the premises. The testing should include all
sensing devices, keypads, consoles, alarm indicating devices and any other
operational devicesthat are part of the system.

m Security and Insurance

Regardless of its capabilities, an alarm systemis not a substitute for prop-
erty or lifeinsurance. An alarm system also isnot a substitute for prop-
erty owners, renters, or other occupantsto act prudently to prevent or mini-
mizethe harmful effects of an emergency situation.



Introduction
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The Escort5580TC Voice Assisted Security Control provides easy to understand audible
information about the status of your security system, and makes operation simple by
prompting the user through each operation. In addition, you can use the Escort5580TC to
control various Home Automation items. This new version of the Escort, designated ‘TC’ for
Thermostat Control, now also allows you to monitor and control the temperature of your
premises with the help of an EMS thermostat.

The Escort5580TC allows any touch-tone telephone to act as a keypad for your security
system. The telephone could be any telephone that is on the same line as your security
system, or an outside telephone which may be used to call the security system.

Some optional features described in this manual may not be available on your security
system. You will not hear the voice prompts for any option that is not activated on your
system.

In this manual, the voice messages are printed in bold and are enclosed in quotes, as
shown here:

“ Enter your access code”
Your installer may have programmed labels for the Escort to announce when it refers to
things such as zones and partitions (e.g. you may hear "East wing" instead of "Partition 2").
Prompts that your installer may have changed are written in brace brackets, as shown here:

“To Select {Partition 2}, press [2].”

When instructed to press a key or keys to perform an operation, symbols for the keys will be
enclosed in square brackets, as shown here:

Enter [O]

1.1 About Your Security System

Your DSC security equipment has been designed to give you the greatest possible
flexibility and convenience. To fully benefit from the features of your security system, you
should read this manual and the Instruction Manual provided with your system very
carefully. Have your installer instruct you on system operation and on which features have
been activated on your system. All users of the system should be instructed on its use. Fill
out the System Information page in your Security System Instruction Manual and store it
with the manual in a safe place for future reference.

IMPORTANT NOTE: A security system cannot prevent emergencies. It is only intended
to alert you and, if included, a central station of an emergency situation. Security
systems are generally very reliable but they may not work under all conditions and
they are not a substitute for prudent security practices or life and property insurance.
Your security system should be installed and serviced by qualified security
professionals who should instruct you on the level of protection that has been provided
and on system operation.



1.2 General System Operation

Your security system is made up of a control panel, keypads, the Escort5580TC, various
detection devices, and may have up to four EMS thermostats. The control panel will be
mounted out of the way in a utility room or in the basement. The metal cabinet contains the
system electronics, Escort5580TC Voice Assisted Security Control, fuses and stand-by
battery. There is normally no reason for anyone but the installer or service persons to have
access to the control panel.

The security system has several zones—areas (e.g. rooms) or barriers (e.g. doors,
windows) of protection monitored by one or more detection devices (e.g. motion detectors,
door contacts, glassbreak detectors or shock sensors).

The regular keypad is an important part of your security system. It is used to send
commands to the system and to display system information. Even though a telephone and
the Escorts580TC can be used to operate your system, the telephone will not automatically
display or indicate system status or zones in alarm. Therefore, it is essential that a regular
keypad be placed in a location that is accessible to all users of the security system, and
that it be checked regularly for any changes in system status.

1.3 Access Codes

When using a telephone to operate your security system, you will first have to enter a
Telephone Access Code, and then use the same Access Codes you use with the regular
keypad. The Master Code and other access codes programmed on your system work
exactly as if you were using a regular keypad. Refer to your system’s instruction manual for
further information on access codes.

NOTE: It is recommended that Duress Codes not be used with the Escort5580TC.

1.4 Audio Help

If your security system has an audio matrix module (PC59XX and intercom stations)
connected to it, the Escort5580TC can provide step-by-step audio instructions through the
intercom stations. You can access the help function in one of two ways, depending on how
your installer has programmed the "Help" button on your keypads:

General Audio Help

1.Press the "Help" function key on the keypad

2.The Escort5580TC will page all intercom stations.

3.Press the Page/Answer button on one of the stations (this button must be pressed within
5 seconds for the feature to work). This links the stations to the Escort5580TC. The
Escort5580TC announces audio help prompts over the intercom stations.

Identified Audio Help

1.Press the Help function key on the keypad

2.The Escort5580TC announces audio help prompts over the intercom station beside the
keypad.

NOTE: If a user is accessing the Escort locally over the telephone line, the Help

function key will not work.



Accessing Your Security System
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With the Escorts580TC you can use a telephone (touch-tone only) to access your security
system. This can be done either from a telephone on the premises (Local Access), or from a
telephone off the premises anywhere in the world (Remote Access).

2.1 Local Access
Use this procedure to access your security system from a telephone that is on the same
telephone line as your security system. No dial-in is necessary.

Pick up the telephone; you will hear a dial tone.
Enter your Telephone Access Code. The dial tone will stop and the system will announce:
“Hello.”
The system will then prompt:
“ Enter your access code.”
Enter your [access code]. The system announces one or more messages to advise you of its status.

2.2 Remote Access
From any touch-tone telephone, first dial the number of your premises. If your premises
have more than one line, be sure to call the number of the same line on which your
Escorts580TC has been installed. After a single ring, hang up, wait 10 seconds, and call
again. On the second call, the system will answer after one or two rings and announce:
" Hdlo.”

Now you must enter your Telephone Access Code within 10 seconds or the system will
automatically hang up.
The system will then prompt:

“ Enter your access code.”
Enter your [access code] within 20 seconds or the system will hang up. The system will also
hang up if 3 incorrect access codes are entered.
Once an access code has been entered, the system will announce one or more messages to
advise you of its status.

NOTE: There is only one “Telephone Access Code”. It is programmed by your installer.
It is not the same as your system access code, which you also enter on your system
keypad. More than one system access code may be programmed for use by different
users of your system (see section 8—Programming Access Codes).

2.3 Receiving Incoming Calls
If the Escort5580TC is being used on the premises at the same time as someone calls you,
the system will announce:

" Attention, you have an incoming call. To receive the call, press [#] now."
To answer the incoming call, press [#]. To continue to use the Escort5580TC, don't press [#].



2.4 What is a Partition?

A partition is a group of zones which act independently of other groups of zones. Each
partition acts as an independent alarm system. Partitions will have different access codes
to arm and disarm them. The access codes assigned to one partition will not work on
another partition. However, access codes can be assigned to more than one partition to
allow someone to use one access code for several different partitions. Your installer will
inform you how partitions and access codes have been assigned on your system.

NOTE: If you have a multiple partition system, be sure to have your installer explain if
your Escort5580TC has been enabled to control one or multiple partitions.

2.5 If You Have a Multiple Partition System

If you have a multiple partition system, the Escort may prompt you to select a partition after
entering your access code (as in Section 2—Accessing Your Security System). You will have
to select a partition only if:

- your Escort5580TC has been enabled to control multiple partitions
- the access code you enter has been programmed to access multiple partitions
If both of these are the case, the system will prompt you to select a partition as follows:

“To Select {System}, press [1].”

“To Select {Partition 2}, press [2].”

(“{System}” in this case refers to Partition 1)
Press [1] through [8], to select a partition.
The system will announce the status of the selected partition.
NOTE: Prompt words enclosed in brace brackets, “{ },” refer to labels. The system will

announce the enclosed word by default unless it has been programmed to announce a
specific label (e.g. you might hear “East Wing” instead of “{Partition 2}”).

2.6 Fire, Auxiliary and Panic Alarms
Your installer may have set up your system so that you can send a Fire, Auxiliary or Panic
alarm at the press of a button. If so, using your telephone, you can:

e send a Fire alarm by pressing and holding [1] on your telephone for 2 seconds

e send an Auxiliary alarm by pressing and holding [2] on your telephone for 2 seconds
¢ send a Panic alarm by pressing and holding [3] on your telephone for 2 seconds.
Ask your installer for more information.

NOTE: If the keypad lockout has been triggered by the entry of a number of incorrect
access codes, the Fire, Auxiliary and Panic alarm buttons will not work.



Arming and Disarming
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With the Escort5580TC, you can use a telephone to arm your system/partition (so that
alarms, or other devices, will be activated when a zone on your premises is breached, such
as when an Entry-Exit Door is opened). This can be done either locally or remotely.
Similarly, you can use a telephone to disarm the system/partition.

3.1 Away Arming
NOTE: When arming your system/partition from a remote telephone, the system/
partition will automatically be armed in Stay mode. (See section 3.2, below.)

Access your system (Section 2—Accessing Your Security System) and select a partition
(Section 2.5—If You Have a Multiple Partition System).
If the system/partition is ready to be armed, the system will prompt:
“{System}isOFF.

Toturn ON, enter your access code.”

Enter your [access code]. The system will then announce:
“Turning {System} ON. Exit Delay in progress.

Toturn OFF, enter your access code.”

If the system/partition is not ready to be armed, the system will prompt:
“{System} is open. {Zone XX}
Securebeforeturning ON.”

When the “ Secure before turning on” message is heard, ensure that any breached zones

on the system/partition are secure (e.g. by closing any open doors that the system/partition
monitors) before trying to arm the partition.

NOTE: Depending on the model of control panel you have, you may be able to toggle
Stay/Away zones on or off after your system has been armed. See your system's
Instruction Manual for more information.

3.2 Stay Arming
Stay Arming allows you to arm the system/partition and remain on the premises. When a
system is stay armed, certain zones (Stay/Away zones) will not be armed, so that you can
move freely in certain areas of the premises. Your installer should tell you which zones are
Stay/Away zones. Stay Arming also cancels the Entry Delay (see the Instruction Manual of
your control panel) on the Entry-Exit Doors so that an alarm will sound immediately if the Entry-
Exit Door is opened.
When the system prompts:

“{System} is OFF.

To turn ON, enter your access code.”
Activate the Stay Arming feature by pressing [[0]. The system will then prompt:
“To turn the system ON without Entry Delay, press [9],”
Press [9]. The system will prompt:
“Enter your access code.”



Enter your [access code]. The system announces:

“Turning {System} ON without Entry Delay. Exit Delay in progress’

After exit delay expires, the selected partition will now be armed in Stay Mode. Opening the
entry-exit door will now sound an immediate alarm.
NOTE: Depending on the model of control panel you have, you may be able to toggle

Stay/Away zones on or off after your system has been armed. See your system's
Instruction Manual for more information.

3.3 Disarming
IMPORTANT NOTE: If you return to the premises and find that an alarm has occurred
while you were away, it is possible that an intruder may still be on the premises. Do not
enter the premises. Go to the nearest telephone and contact the authorities.
To disarm your system/partition, first access the system (Section 2—Accessing Your Security
System) and select a partition (Section 2.5—If You Have a Multiple Partition System).
If the selected partition is armed, the system prompts:
“{System} is on. To turn off, enter your access code.”
Enter your [access code]. The system announces:
“{System} is off.”
If there were no alarms while the system/partition was armed, the system announces:
“No alarmsin memory.”

If there were any alarms when the system/partition was armed, the system can announce
how many there were and which zones were breached (see Section 3.5—Alarm Memory).

When the system/partition is disarmed, additional messages may be announced to advise
you of its status, or to allow you to select another partition.

3.4 If An Alarm Sounds While You Are Home

There are two possible types of alarm, a Fire Alarm and an Intrusion Alarm. Each can have its
own distinctive tone. Your immediate response will depend on which has been sounded. You
should have these responses planned ahead of time.

® Fire Alarm o . . . )
Your installer will inform you if fire detection equipment has been installed and activated on

your system.

Fire alarms will sound with a pulsing tone. If a fire alarm sounds, follow your emergency
evacuation response plan immediately. Refer to the guidelines for Family Escape Planning
(Section 8.2) at the back of this manual to construct your response plan.

NOTE: Delay fire zones will not go into alarm while the Escort5580TC is being accessed.

® Intrusion Alarm o ) .
Intrusion alarms will sound with either a continuous or pulsed tone (ask your installer). If an

intrusion alarm sounds, an intruder may still be on the premises. Go to a safe place
immediately. If you are certain that the premises are safe, you can silence the alarm by
disarming the system.

If the alarm was unintentional, notify your central station and/or the local authorities
immediately to prevent an unnecessary response.

You can determine the cause of an alarm by reviewing the alarm memory (see Section 3.5—
Alarm Memory). Once the alarm has been cleared (i.e. zones secured) and the system
disarmed, your system/partition can be re-armed.
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3.5 Alarm Memory
Your system will record any alarms that occurred while the system/partition was armed. If an

alarm occurred while the system/partition was armed, upon disarming it the following
message will be announced:

“There are (number) alarmsin memory: {Zone XX}.”
To hear again the zones that went into alarm, press [O]. The system will prompt:
“For Alarm Memory, press[3].”
Press [3], and the system will indicate the zones in Alarm Memory:

“There are (number) alarms in memory, {Zone XX}.
To exit, press [#].”

When finished reviewing the zones in alarm memory, press [#] to return to the other system
status messages.

3.6 Bypassing Zones

Zones may be bypassed when access is required to part of a protected area while the
system/partition is armed. Once a system is armed, bypassed zones will not trigger an alarm
when they are breached.

You can only set a zone to be bypassed while the system is disarmed.

To bypass zones, first access the security system (Section 2—Accessing Your Security
System) and select a partition (Section 2.5—If You Have a Multiple Partition System).

The system will prompt:

“{System}isOFF.

Toturn ON, enter your access code.
For options, press [[J].”
Press [0]. The system will announce the list of System Options. The system prompts:
“For Zone Bypassing, press[1].”
Press [1].
If your system requires that you enter an access code to bypass zones, the system will prompt:
“Enter your access code.”
Enter your [access codel].
The system will announce the Zone Bypass menu:
“There are (number) zones bypassed: {Zone XX}, etc...

To exit, press [#].”

To bypass a zone, enter the one- or two-digit zone number. The system will announce:
“ There are (number) zones bypassed: {Zone XX}, etc..

To exit, press [#].”
You can now arm the system/partition at any time (see Section 3.1—Away Arming) and the
zone(s) you selected will be bypassed. Zone bypasses are automatically removed each time
the system/partition is disarmed and must be reapplied before the next arming. For security
reasons, your installer may program your system to prevent the bypass function from
affecting certain zones.



Trouble Conditions

S E C T | O N 4

The control panel continuously monitors a number of possible trouble conditions. If one or
more of these conditions occur, the regular keypad will beep twice every ten seconds.
There is no indication on a telephone until the system is accessed.

To hear the trouble conditions present on your system/partition disarm the system
(depending on the control panel you have, your system may allow you to enter the Trouble
menu without first disarming the system/partition).

Access the security system (Section 2—Accessing Your Security System) and select a
partition (Section 2.5—If You Have a Multiple Partition System).

Press [O]. You will hear the prompt:
“ For System Troubles, press[2].”

Press [2] and the system will announce one or more of the trouble conditions from the list
below, if any are present. If no trouble conditions are present, the system will announce:

“ ThereareNO System Troubles.
To exit, press [#].”
The following describes the various trouble conditions that your system might announce:

Announcement: Problem and how it should be addressed:
“Serviceisrequired” If this message and no other trouble condition is announced, call for
service.
“ AC Power Trouble” Electrical power to the system has been interrupted. Check your fuse

box or circuit breaker to ensure that the electricity supply for the system

is on. If this does not correct the problem, call for service.

“Phone line trouble.” Your system has detected a problem with the telephone line. If this
problem does not correct itself, or happens frequently, call for service.

“Communication trouble”  Your system has been unsuccessful in communicating an event to your

central station. If you hear this message, call for service immediately.

“ ZoneFault, press[5].” Your system has detected a Zone Fault on one or more zones. Press [5],

and the system will announce which zones have a fault. If you are
unsure of how to clear a zone fault, call for service.

“ Zonetamper, press[6].” Your system has detected a Zone Tamper on one or more zones. Press

[6] and the system will announce which zone(s) have tampers. If you
are unsure how to clear the zone tamper, call for service.

“Devicelow battery, Your system has detected that one or more of the wireless devices on
press[7].” the system has a low battery. Press [7], and the system will announce

which devices have a low battery. Change the relevant batteries. If this

does not correct the problem, call for service.

“Thetimeand dateare If all power to the system is interrupted (AC and battery), the
incorrect.” system clock and date will need to be reset. Press [[0], then [6], and
the system will provide prompts for you to enter the time and date. If
you are unsure of the cause of the system power failure, call for
service.



Setting Escort5580TC Options
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5.1 Setting The Time and Date

With the system disarmed (Section 3.3—Disarming), access the security system (Section 2—
Accessing Your Security System) and select a partition (Section 2.5—If You Have a Multiple
Partition System).

Press [O]. You will hear the prompt:
“ For Special Functions, press[6].”
Press [6]. The system will prompt:
“ Enter your Master Code.”
Enter the Master Code. The system will prompt:
“ For Time And Date, press[1].”
Press [1]. The system announces the current time and date, and then prompts:

“To change the time, press [1].
To change the date, press [2].
To exit, press [#].”
You may either:

- Press [1] to change the time. The system will prompt:
“ Enter four digits for 24-hour time.”

Enter the time in 24-hour clock format: 00 to 23 for the hour, and 00 to 59 for the minute.
_Or_

- Press [2] to change the date. The system will prompt:
“ Enter six digits for the month, day, and year.”

Enter 01 to 12 for the month, 01 to 31 for the day, and 00 to 99 for the year.

Upon programming information into either of these two sections the system will again
announce the Time and Date menu.

5.2 Volume Control
The volume of the system messages/prompts can be controlled with this feature.

With the system disarmed (Section 3.3—Disarming), access the security system (Section 2—
Accessing Your Security System) and select a partition (Section 2.5—If You Have a Multiple
Partition System).

Press [O]. You will hear the prompt:
“ For Special Functions, press[6].”
Press [6]. The system will prompt:
“ Enter your Master Code”
Enter the Master Code. The system will prompt:
“ For Volume Control, press[2].”
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Press [2]. The system will then announce the current volume setting in one of three ways:
“ Volume is low. To change volume, press[1].”
“Volume is Medium. To change volume, press[1].”
“ Volume is high. To change volume, press[1].”
Press [1] to toggle through the volume levels until the desired volume is selected.
Press [#] to return to the Special Functions menu.

5.3 Speech Rate Control
The speech rate of the system messages/prompts can be controlled with this feature.

With the system disarmed (Section 3.3—Disarming), access the security system (Section 2—
Accessing Your Security System) and select a partition (Section 2.5—If You Have a Multiple
Partition System).

Press [O]. You will hear the prompt:
“ For Special Functions, press[6]”
Press [6]. The system will prompt:
“ Enter your Master Code”
Enter the Master Code. The system will prompt:
“ For Speech Rate control, press [3]”

Press [3]. The system will then announce the current speech rate in one of two ways:

“Speech rate is fast. To change speech rate, press [1].”

“Speech rate is slow. To change speech rate, press [1].”
Press [1] to toggle between the speech rates until the desired rate is selected.
Press [#] to return to the Special Functions Menu.

5.4 Door Chime Feature

When the Door Chime feature is enabled, a series of beeps will sound from the system'’s
keypads when certain specified zones are opened or closed. Your installer will inform you if
the Door Chime feature is enabled, and which zones on the system will activate the chime.
The Door Chime feature can be used to indicate the openings and closings of a door, such
as a back door that is not always in sight.

To enable the Door Chime feature you should first disarm your system (Section 3.3—
Disarming; depending on the control panel you have, your system may allow you to enable
the Door Chime feature without first disarming the partition). Access the security system
(Section 2—Accessing Your Security System) and select a partition (Section 2.5—If You
Have a Multiple Partition System).

Press [O]. You will hear the prompt:
“ For Door Chime control, press[4].”

Press [4]. You will hear one of the following:
“Door ChimeisON/OFF”

To turn the door chime on or off, press [4] again. To exit, press [#].
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Home Automation
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The Home Automation feature allows you to control items (i.e. devices such as lights,
appliances, etc.) with your security system. In addition, if one or more EMS thermostats are
installed, temperature can be controlled as well.

Each item on your system may have been assigned to follow one or more preprogrammed
schedules by your installer. For example, lights can be turned on and off at certain times of
the day, and on certain days of the week. Scheduling can be used to give the premises the
occupied appearance while you are away. Your installer should provide you with a list of
which items have been programmed to follow which schedules, and the times that each
schedule will follow. By knowing their schedules you will know when the various items on
your system can be activated.

NOTE: Brief AC power loss may cause incorrect output states for the X-10 modules.
In addition to items, you may have one or more thermostats on your system. The thermostats
control the premises temperature according to temperature ranges called Occupancy
Settings. Each thermostat can have up to four different Occupancy Settings, each of which
can be assigned to follow one or more schedules. The schedules are programmed by your
installer (see Section 6.6—Thermostat Control).

To have schedules programmed or modified, contact your installer.

6.1 How to Access the Home Automation Menu
You can access the Home Automation menu when your system is either armed or disarmed.
To use this menu, first access the security system (Section 2—Accessing Your Security
System) and select a partition (Section 2.5—If You Have a Multiple Partition System).
Press [0]. The system will prompt:
“For Automation Control and User Programming, press [5].”
Press [5]. The system will prompt you with the Home Automation menu:
“For Automation Control, press [1].
For Temperature Control press[2]
For User Programming, press[3].
To exit, press [#].”

6.2 How to Use the Item Control Menu

From the Home Automation menu, press [1]. The system may prompt you to enter your
access code. The system will then prompt you with the Item Control menu. This menu allows
you to choose individual items (devices which are controlled by Home Automation) and to
turn them ON or OFF:

Item Control Menu Function
“{Item XX}.” Indicates the item or device selected.
“Toturn ON, press[1].” Turns ON the item.

“Toturn OFF, press[2].” Turns OFF the item.
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“For thenextitem, press[5].” Advances to the next item.

“For thepreviousitem, press[6].” Skips back to the previous item.
“To selectitem using item number, press[7].” Lets you select another item by keying in its
2-digit number.
“Toexit, press[#].” Returns to the Home Automation menu.

Dimming
The Dimming feature allows you to increase or decrease the brightness of an item, usually a light.

NOTE: This feature will only be enabled on items capable of dimming.

ltems which have this feature enabled will have extra options in the Item Control menu. Only
items with the Dimming feature enabled will have these options. If such an item is selected in
the Item Control menu the system will announce the menu above with the addition of the
following:

Item Control Menu Function
“To increase, press [3].” Increases the brightness.
“To decrease, press [4].” Decreases the brightness.

NOTE: The Escort5580TC allows [F], [A], and [P] alarms to be sent by holding down [1],
[2], or [3], respectively, for two seconds. For this reason, do not hold down the [3] key to
increase the brightness of an item. Press the [3] key in short intervals instead.

6.3 Mode Control

Modes give you control over groups of items and/or thermostat occupancy settings. When
a mode is turned ON, each of the items/thermostat occupancy settings will automatically
operate according to the schedule(s) assigned to them. For example, your installer may
have programmed one of the modes as a {Vacation mode} that you can turn on to activate
premises lights and thermostats while you are away.

Your installer should provide you with a list of the items/occupancy settings that have been assigned
to each mode (if any modes are used). Your system has a maximum of 8 modes available.

NOTE: it is important to differentiate a “Mode” from a “Thermostat Mode” as defined in
Section 6.6—Temperature Control.
To operate items/thermostats according to modes, you must access the Mode Control menu.

To do this, first access the Home Automation menu, then press [2]. The system will prompt
you with the following:

Mode Control Menu Function
“{Mode XX} isOFF/ON.” Indicates whether the current mode is ON or OFF.
“Tochange, press[1].” Press [1] to toggle the mode ON or OFF.
“For thenext Mode, press[2].” Press [2] to advance to the next mode.
“For thepreviousMode, press[3].” Press [3] to skip back to the previous mode.
“Toexit, press[#].” Press [#] to return to the Home Automation menu.

Use this menu to select any mode you want, and to turn it ON/OFF.
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6.4 Global Item Control

Certain devices controlled by your system may be defined by your installer as Global ltems.
These items can be controlled together with a single command. For example, all of the lights
on the premises may be all programmed as Global Items. You could then turn all the lights on
or off at once. Your installer will inform you which automation items on your system are Global
ltems.

From the Home Automation menu, select Global Item Control by pressing [3]. The system will
prompt you with the following:

“To turn Global Items ON, press[1].
Toturn Global Items OFF, press[2].
To exit, press [#].”

6.5 Output Control Feature

The Output Control feature allows you to activate a programmable output on the main alarm
control panel. This output can be used to temporarily open magnetically locked doors, or
perform any function that requires a pulse of voltage to operate it. Up to 4 different output
controls are available. Each can be programmed by your installer to activate a variety of
devices. Ask your installer for more details.

You may activate an Output Control while the system is armed or disarmed. Access the
security system (Section 2—Accessing Your Security System) and select a partition (Section
2.5—If You Have a Multiple Partition System).

Press [O]. You will hear the prompt:

“ For {Output Control}, press[7].”
Press [7]. You will hear the prompts:

“For {Output Control 1}, press [1].”

“For {Output Control 2}, press[2].”

“For {Output Control 3}, press [3]."

“For {Output Control 4}, press[4].”
Press the key corresponding to the Output Control you want to activate.
If an access code is required, you will hear the prompt:

“ Enter your access code”
Enter your [access code]. The system will announce:
“{Output Control} in progress’

The system will return to the main menu.

6.6 Temperature Control

Your installer may have connected one or more EMS thermostats to your security system.
This will give you control over your premises’ indoor temperature locally or remotely from any
Touch-Tone telephone. The thermostat adjusts the temperature by controlling heating and/or
cooling devices. By means of voice prompts your system can announce either indoor or
outdoor temperatures (outdoor temperature, only if an outdoor sensor is attached).
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Each thermostat has four different Occupancy Settings: Day Setting, Night Setting, Auxiliary
Setting, and Away Setting. For each Occupancy Setting, you can set a specific temperature
range to be followed by the thermostat. Similar to items, each Occupancy Setting can be
assigned by your installer to follow one or more schedules. Thus, you can program your
thermostat to maintain different temperatures according to different schedules.

NOTE: Once a thermostat is in emergency heat mode, you must exit that mode at the
thermostat before any settings can be changed through the Escort.

As with items, your installer can program an Occupancy Setting to operate when a mode is
turned ON (see Section 6.3—Mode Control). Your installer can assign each Occupancy
Setting to one or more Modes. For example, your installer may assign the Away Occupancy
Setting to a {Vacation mode}, which you can turn on to maintain a particular temperature
range when you are away.

You can also use your system to tell a thermostat to function in one of the Thermostat Modes:
Off, Cool, Heat, or Automatic. If the thermostat has been connected by your installer to a
cooling device (e.g. central air-conditioning system, heat pump), you can select the Cool
Mode to maintain temperature below a certain level with the cooling device. If the thermostat
has been connected to a heating device (e.g. furnace system, heat pump), you can select
the Heat Mode to maintain temperature above a certain level with the heating device. If the
thermostat has been connected to both a heating device and a cooling device, you may
select the Automatic Mode to have your system use both devices to maintain temperature
within a certain range.

If the thermostat is connected to a heat pump, the thermostat will automatically switch to
Emergency Heat mode when the temperature cannot be maintained above a certain level.
You can also select Emergency Heat mode at the thermostat. You cannot select Emergency
Heat mode from the Escort5580TC, or the keypad. You must select this mode at the
thermostat. When the thermostat is in Emergency Heat mode, the Escort will announce the
mode as “Emergency”.

Temperature Control Menu
To access Thermostat Controls, first access the Home Automation menu (press [d][5]).

Then press [2], to select Temperature Control. Enter your [access code] if you are prompted
to do so. The system will now prompt you with the Temperature Control menu:

“For Individual Thermostat Control, press[1].”
“For Mode Contral, press [2]”
“To exit, press [#].”
Individual Thermostat Control Menu

To change settings on any thermostat, press [1]. The system will prompt you with the
Individual Thermostat Control menu:

Individual Thermostat Control Menu Function
“{Thermostat XX}.” Indicates the thermostat selected.
“Interior temperature is (XX) degrees.” Indicates the interior temperature.
“Exterior temperature is (XX) degrees.” Indicates the exterior temperature.
“The Occupancy Settingis Indicates which Occupancy Setting is active.
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(Auxiliary/Day/Away/Night).”

“TheThermostat Modeis Indicates which Thermostat Mode is active.
(Off/Cool/H eat/Automatic/Emergency)”
“The Fan is (On/Automatic).” Indicates the state of the fan. (On = continuous

fan; Automatic = fan comes on when heating/
cooling device is on)

“To set temperature, press [1].” Accesses the Temperature Setting menu.
“For Occupancy Setting, press[2].” Accesses the Occupancy Mode Selection
menu.
“For Thermostat Mode, press [3].” Accesses the Thermostat Mode Selection
menu.
“For Fan Control, press[4].” Accesses the Fan Control menu.
“For the next thermostat, press [5].” Advances to the next thermostat.
“For the previous thermostat, press [6].” Skips back to the previous thermostat.
“To select thermostat using thermostat Lets you select another thermostat by
number, press [7].” keying in its 2-digit number.
“To exit, press [#].” Returns to the Temperature Control menu.

NOTE: Some prompts may not be announced depending how your system is
programmed.

To set the temperature range for the current Occupancy Setting, press [1]. The system prompts:
“Cool temperature is (XX) degrees.
Heat temperature is (XX) degrees.
To change Cool temperature, press [1].
To change Heat temperature, press [2].
To exit, press [#]."

To switch the thermostat to a different Occupancy Setting, press [2]. The system prompts:
“The Occupancy Mode is Auxiliary/Day/Away/Night.
To change, press [1].
To exit, press [#].”
To switch the thermostat to a different Thermostat Mode, press [3]. The system prompts:
“TheThermostat ModeisOff/Cool/H eat/ Automatic/Emergency.
Tochange, press[1].
Toexit, press[#].”

To change the fan setting, press [4]. The system prompts:
“The fan is On/Automatic.
To change, press [1].
Toexit, press[#].”
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6.7 Accessing Temperature Control from an LCD5500Z Keypad
If you have an LCD5500Z keypad on your system, you can access the temperature control
menu from there:

1. Press [O]
2. Use the <> buttons to scroll to the "Thermostat Ctrl" menu.
3. Press [O].
4.Use the <> buttons to scroll to the thermostat whose settings you want to change. When
the desired thermostat is displayed, press [O].
5. You can now select any of five options:
e Set Temperature
e Occupancy Setting
¢ Thermostat Mode
e Fan Control
¢ Keypad View
The first four options allow you to change the settings on the currently selected
thermostat, in a similar manner to the Escort5580TC menus described in section 6.6.
Use the Keypad View option to determine which thermostat's indoor/outdoor temperature
to display on the keypad. The keypad will display the temperature when it is not in use.
Each keypad can be programmed to display the temperature of a different thermostat.
6.To exit the Thermostat Control menu, press [#].

6.8 Video Camera Triggering

The Escort5580TC can be used to remotely control the triggering of video cameras. This
can only be done with security systems that have cameras connected to them via a
PC5108L module (ask your installer for more details). The Video Camera Triggering feature
will cause cameras to take pictures according to a sequence (or script) that has been
programmed in the PC5108L module.

To access this feature, access your system remotely (Section 2.2—Remote Access).

Press [0], then [8]. Your system will prompt:
" Enter your access code."

Enter your [access code]. The system will announce:
" Goodbye."

The system will then hang up so that the PC5108L can run the programmed script.
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Programming Access Codes

S E C T I ®) N 7

The Access Code Programming feature allows you to program access codes (the Master
Code may not be changeable with this feature) that will function on the security system as
well as on the Escort. Your system will either have 4- or 6-digit access codes. Depending
on what model of security system you have, you may have the option to program up to 37 of
these codes.

Access codes are programmed as follows:

While disarmed, access your security system (Section 2—Accessing Your Security System)
and select a partition (Section 2.5—If You Have a Multiple Partition System).

Press [O]. The system will prompt:
“For Automation Control and User Programming, press|[5].”
Press [5]. The system will then prompt:
“For Automation Control, press[1].
For TemperatureControl, press[2].
For User Programming, press[3].
For User Partition Programming, press[8].
Toexit, press[#].”
Press [3]. Enter the [master code]. The system will then prompt:
“User CodeProgramming.
Enter the one-/two-digit User Number.
For User Option Programming, press[9].
Users X, Y and Z are programmed.
To exit, press [#].”
NOTE: Your system may or may not prompt you with the User Option Programming

prompt. Please consult your security system’s User’s Manual for more information on
User Options.

Enter the number that specifies which access code you want to program. The system will
announce:

“Enter the new 4-/6-digit access code.

To exit, press [#].”
Enter the new code. You will again be prompted:
“User CodeProgramming.
Enter the one-/two-digit User Number.
For User Option Programming, press[9].
Users X, Y and Z are programmed.

To exit, press [#].”

If you wish to program another access code, enter the user number. If not, press [#] to return
to the main menu.
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Fire and Safety in the Home
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Most fires occur in the home, and to minimize this danger it is recommended that a
household fire safety audit be conducted and a family escape plan be developed.

8.1 Household Fire Safety

Check your home for the following potential hazards:

e Are all electrical appliances and outlets in a safe condition? Check for frayed cords,
overloaded lighting circuits, and so on. If you are uncertain about the condition of your
electrical appliances or household electrical service, have a professional evaluation.

e Are all flammable liquids stored safely in closed containers in a well-ventilated and cool area?
Cleaning with flammable liquids, such as gasoline, should be avoided. Refer to product
instructions, printed warnings and labels for information on using and storing hazardous
materials safely.

e Are fire hazardous materials (such as matches) well out of the reach of children?

¢ Are furnaces and wood burning appliances properly installed, clean, and in good working
order? If in doubt, have a professional evaluation.

8.2 Family Escape Planning

There is often very little time between the detection of a fire and the time at which it becomes
deadly. Because of this, it is very important that a family escape plan be developed, practiced
and followed.

1.Every family member should participate in developing the escape plan.

2.Study the possible escape routes from each location within the house. Since many fires occur
at night, special attention should be given to the escape routes from sleeping quarters.

3.1t is essential that escape from a bedroom be possible without opening the interior door.
Consider the following when making your escape plans:

¢ Make sure that doors and windows that open to the outside are easily opened. Ensure that
they are not painted shut and that their locking mechanisms operate smoothly.

e |f opening an exit or using an exit is too difficult for children, the elderly or handicapped, plans
for rescue should be developed. This includes making sure that those who are to perform the
rescue can promptly hear the fire warning signal.

e |f the exit is above ground level, an approved fire ladder or rope should be provided, as well
as training in its use.

e Exits on the ground level should be kept clear. Be sure to remove snow from exterior patio
doors in winter. Outdoor furniture or equipment should not block exits.

e The family should have a predetermined assembly point where everyone can be accounted
for; for example, across the street or at a neighbour’s house.

e Once everyone is out of the house, call the Fire Department.

e A good plan emphasizes quick escape. Do not investigate first or attempt to fight the fire, and
do not attempt to rescue belongings as this takes up valuable time. Once outside, do not re-
enter the house. Wait for the fire department.

e Write the plan down and rehearse frequently, so that should an emergency arise, everybody
will know what they are to do. Revise the plan as conditions change; for example, when there
are more or fewer family members in the home, or if there are physical changes to the house.

e Make sure your fire warning system is operational by conducting weekly tests. If you are
unsure about system operation, contact your installing company.

e |t is recommended that you contact your local fire department and request further information
on home fire safety and escape planning. If available, have your local fire prevention officer
conduct an in-house fire safety inspection.
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Glossary

Access Code......ccccuveeenn. A 4- or 6-digit code that allows users to access arming, disarming
and other system functions. Different access codes may be
assigned to different users.

Item . ltems are devices (e.g. lights, appliances, etc.) that can be
controlled within the Home Automation feature of the Escort system.
Such devices can be controlled using a touch-tone telephone.

MOde ..o Modes give you control over groups of items or thermostat
occupancy settings programmed for scheduled or event initiated
operation. When a mode is turned ON, each of the items/thermostat
occupancy settings will automatically operate according to the
schedule(s) or panel events assigned to them.

Example: your installer may have programmed a "Vacation" mode
that you can turn on to activate premises lights and thermostats while
you are away.

Occupancy Setting ........... Each thermostat has four different temperature ranges that can be
programmed. These temperature ranges are called Occupancy
Settings:

e Day Occupancy Setting

e Night Occupancy Setting

e Auxiliary Occupancy Setting

e Away Occupancy Setting.

These occupancy settings allow you to easily change the
temperature range for the area controlled by the thermostat.
Depending on which Thermostat Mode is turned on, the thermostat
will use either heating or cooling devices to maintain the temperature
within the range programmed for the occupancy setting.

Output Control .................. A control which allows you to activate an output on the main alarm
control panel. This output can be programmed by the installer to
activate a variety of devices (e.g. to temporarily open magnetically
locked doors).

Partition ........ccccevvieneennn. A group of zones on the system which are armed/disarmed and
controlled independently of other zones grouped into a separate
partition. Each partition has its own keypad and can be assigned its
own access codes.

Telephone Access Code. A 3-digit security code that must be entered when using a telephone
to access the Escort system. The code must be entered whether
calling locally (from a telephone on the premises and on the same
line as the Escort) or remotely (from any other touch-tone
telephone). Once access is gained to the Escort, a normal system
access code is still usually required to access system functions.

Thermostat Mode. ............. One of up to 5 modes in which an EMS thermostat can be operating:
Off, Heat, Cool, Automatic, Emergency.
ZONE cooieeiiiiieee e An area (e.g. a room) or barrier (e.g. a door) within the premises that

is monitored by a detector (e.g. smoke detector, door/window
contact, motion detector, glassbreak detector, etc.).
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LIMITED WARRANTY

Digital Security Controls Ltd. warrants the original purchaser that
for aperiod of twelve monthsfrom the date of purchase, the product
shall be free of defectsin materials and workmanship under normal
use. During thewarranty period, Digital Security ControlsLtd. shall,
at itsoption, repair or replace any defective product upon return of
the product to itsfactory, at no charge for labour and materials. Any
replacement and/or repaired parts are warranted for the remainder
of the original warranty or ninety (90) days, whichever is longer.
The original owner must promptly notify Digital Security Controls
Ltd. inwriting that thereisdefect in material or workmanship, such
written notice to be received in al events prior to expiration of the
warranty period.

International Warranty

Thewarranty for international customersisthe sameasfor any cus-
tomer within Canadaand the United States, with the exception that
Digital Security ControlsLtd. shall not be responsible for any cus-
tomsfees, taxes, or VAT that may be due.

Warranty Procedure

To obtain service under this warranty, please return the item(s) in
guestion to the point of purchase. All authorized distributors and
dealershave awarranty program. Anyonereturning goodsto Digital
Security Controls Ltd. must first obtain an authorization number.
Digital Security ControlsLtd. will not accept any shipment whatso-
ever for which prior authorization has not been obtained.

Conditions to Void Warranty

Thiswarranty appliesonly to defectsin partsand workmanship relating

tonormal use. It doesnot cover:

« damageincurred in shipping or handling;

« damage caused by disaster such asfire, flood, wind, earthquake or
lightning;

« damage dueto causesbeyond the control of Digital Security Controls
Ltd. such asexcessive voltage, mechanical shock or water damage;

« damage caused by unauthorized attachment, alterations, modifica
tionsor foreign objects;

« damage caused by peripherals (unless such periphera swere supplied
by Digital Security ControlsLtd.);

« defects caused by failure to provide a suitable installation environ-
ment for the products;

« damage caused by use of the productsfor purposes other than those
for which it wasdesigned;

 damagefrom improper maintenance;

« damage arising out of any other abuse, mishandling or improper ap-
plication of the products.

Digital Security ControlsLtd.’sliability for failureto repair the product
under thiswarranty after areasonable number of attemptswill belimited
to areplacement of the product, as the exclusive remedy for breach of
warranty. Under no circumstances shall Digital Security Controls Ltd.
be liable for any special, incidental, or consequential damages based
upon breach of warranty, breach of contract, negligence, strict liability,
or any other legal theory. Such damagesinclude, but are not limited to,
loss of profits, loss of the product or any associated equipment, cost of
capital, cost of substitute or replacement equipment, facilities or ser-
vices, downtime, purchaser’ stime, theclaimsof third parties, including
customers, and injury to property.

Disclaimer of Warranties

Thiswarranty containstheentirewarranty and shall bein lieu of
any and all other warranties, whether expressed or implied (includ-
ingall implied warrantiesof merchantability or fitnessfor aparticu-
lar purpose) And of all other obligationsor liabilitieson thepart of
Digital Security ControlsLtd. Digital Security ControlsLtd. nei-
ther assumesnor authorizesany other person purportingtoact on
itsbehalf tomodify or to changethiswarranty, nor toassumefor it
any other warranty or liability concer ningthisproduct.

Thisdisclaimer of warrantiesand limited warranty aregover ned
by thelaws of the provinceof Ontario, Canada.

WARNING: Digital Security Controls Ltd. recommends that the
entire system be completely tested on a regular basis. However,
despite frequent testing, and due to, but not limited to, criminal
tampering or electrical disruption, it ispossiblefor this product to
fail to perform as expected.

Installer’s Lockout

Any products returned to DSC which have the Installer’s L ock-
out option enabled and exhibit no other problems will be subject
to aservice charge.

Out of Warranty Repairs

Digital Security ControlsLtd. will at itsoption repair or replace out-
of-warranty products which are returned to its factory according to
the following conditions. Anyone returning goods to Digital Secu-
rity ControlsLtd. must first obtain an authorization number. Digital
Security ControlsLtd. will not accept any shipment whatsoever for
which prior authorization has not been obtained.

Products which Digital Security Controls Ltd. determinesto be re-
pairablewill berepaired and returned. A set feewhich Digital Secu-
rity ControlsLtd. has predetermined and which may berevised from
timeto time, will be charged for each unit repaired.

Productswhich Digital Security ControlsLtd. determines not to be
repairable will be replaced by the nearest equival ent product avail-
able at that time. The current market price of the replacement prod-
uct will be charged for each replacement unit.
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